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# 试题1(2017年下半年试题7-8)

与HTTP相比，HTTPS协议对传输的内容进行加密，更加安全。HTTPS基于（  ）安全协议，其默认端口是（  ）。  
（7）A．RSA  
B.DES  
C.SSL  
D.SSH  
  
（8）A．1023  
B.443  
C.80  
D.8080

**试题分析**

1、HTTPS是基于SSL(Secure Sockets Layer 安全套接层)的。  
2、http的端口号为80。

**试题答案**

（7）C（8）B

# ！！试题2(2017年下半年试题9)

下列攻击行为中，属于典型被动攻击的是（  ）。  
（9）A．拒绝服务攻击  
B.会话拦截  
C.系统干涉  
D.修改数据命令

**试题分析**

ABD为主动攻击。

**试题答案**

（9）C

# ！！试题3(2017年下半年试题10)

（  ）不属于入侵检测技术。  
（10）A．专家系统  
B.模型检测  
C.简单匹配  
D.漏洞扫描

**试题分析**

漏洞扫描为另一种安全防护策略。

**试题答案**

（10）D

# 试题4(2017年下半年试题11)

以下关于防火墙功能特性的叙述中，不正确的是（  ）。  
（11）A．控制进出网络的数据包和数据流向  
B.提供流量信息的日志和审计  
C.隐藏内部IP以及网络结构细节  
D.提供漏洞扫描功能

**试题分析**

D选项不是防火墙的功能特性。

**试题答案**

1. D

-------------------------------------------------------------------------------------------------

# 试题5(2017年上半年试题7)

HTTPS 使用（  ）协议对报文进行封装  
  
（7）A．SSH  
B.SSL  
C.SHA-1  
D.SET

**试题分析**

HTTPS以保密为目标研发，简单讲是HTTP的安全版。其安全基础是SSL协议，全称Hypertext Transfer Protocol over Secure Socket Layer。 它是一个URI scheme，句法类同http:体系。它使用了HTTP，但HTTPS存在不同于HTTP的默认端口及一个加密/身份验证层（在HTTP与TCP之间）。这个协议的最初研发由网景公司进行，提供了身份验证与加密通讯方法，现在它被广泛用于互联网上安全敏感的通讯，例如交易支付方面。 SSL极难窃听，对中间人攻击提供一定的合理保护。严格学术表述HTTPS是两个协议的结合，即传输层SSL＋应用层HTTP。

**试题答案**

（7）B

# 试题6(2017年上半年试题8)

以下加密算法中适合对大量的明文消息进行加密传输的是（  ）。  
  
（8）A．RSA  
B.SHA-1  
C.MD5  
D.RC5

**试题分析**

本题考查的是信息安全中的加密算法。其中：  
       RSA是非对称加密算法；SHA-1与MD5属于信息摘要算法；RC-5属于非对称加密算法。这些算法中SHA-1与MD5是不能用来加密数据的，而RSA由于效率问题，一般不直接用于大量的明文加密，适合明文加密的，也就只有RC-5了。

**试题答案**

（8）D

# ！！试题7(2017年上半年试题9)

假定用户A、B 分别在I1和I2两个 CA 处取得了各自的证书，下面（  ）是 A、B 互信的必要条件。  
  
（9）A．A、B互换私钥  
B.A、B互换公钥  
C.I1、I2互换私钥  
D.I1、I2互换公钥

**试题分析**

本题考查的是信息安全中的CA认证。题目难度较高，但用排除法来分析不难得出结论。首先，在公钥体系中，交换私钥是无论什么情况下都绝对不允许发生的情况，所以A与C选项必然错误。余下的B与D，B选项的做法没意义，要AB互信，其信任基础是建立在CA之上的，如果仅交换AB的公钥并不能解决信任的问题。而I1与I2的公钥交换倒是可以做到互信，因为I1与I2的公钥正是验证CA签名的依据。所以本题应选D。  
试题答案

**试题答案**

（9）D

# 试题8(2016年下半年试题7)

可用于数字签名的算法是（  ）。  
（7）A．RSA  
B.IDEA  
C.RC4  
D.MD5

**试题分析**

IDEA算法和RC4算法都对称加密算法，只能用来进行数据加密。MD5算法是消息摘要算法，只能用来生成消息摘要无法进行数字签名。  
RSA算法是典型的非对称加密算法，主要具有数字签名和验签的功能。

**试题答案**

（7）A

# 试题9(2016年下半年试题8)

（  ）不是数字签名的作用。  
（8）A．接收者可验证消息来源的真实性  
B.发送者无法否认发送过该消息  
C.接收者无法伪造或篡改消息  
D.可验证接收者合法性

**试题分析**

数字签名是信息的发送者才能产生的别人无法伪造的一段数字串，这段数字串同时也是对信息的发送者发送信息真实性的一个有效证明。不能验证接收者的合法性。

**试题答案**

（8）D

# 试题10(2016年下半年试题9)

在网络设计和实施过程中要采取多种安全措施，其中（  ）是针对系统安全需求的措施。  
  
（9）A．设备防雷击  
B.入侵检测  
C.漏洞发现与补丁管理  
D.流量控制

**试题分析**

其他三项不是系统级安全需求 。

**试题答案**

（9）C

# 试题11(2016年上半年试题8)

传输经过SSL加密的网页所采用的协议是（  ）。  
（8）A．HTTP   
B.HTTPS   
C.S-HTTP   
D.HTTP-S

**试题分析**

HTTPS（全称：Hyper Text Transfer Protocol over Secure Socket Layer），是以安全为目标的HTTP通道，简单讲是HTTP的安全版。即HTTP下加入SSL层，HTTPS的安全基础是SSL，因此加密的详细内容就需要SSL。

**试题答案**

（8）B

# 试题12(2016年上半年试题9)

为了攻击远程主机，通常利用（  ）技术检测远程主机状态。  
（9）A．病毒查杀   
B.端口扫描   
C.QQ聊天   
D.身份认证

**试题分析**

端口扫描器通过选用远程 TCP/IP不同的端口的服务，并记录目标给予的回答，通过这种方法，可以搜集到很多关于目标主机的各种有用的信息。

**试题答案**

（9）B

# 试题13(2015年下半年试题7)

（  ）不属于主动攻击。  
（7）A．流量分析  
B.重放  
C.IP地址欺骗  
D.拒绝服务

**试题分析**

主动攻击包括拒绝服务攻击、分布式拒绝服务（DDos）、信息篡改、资源使用、欺骗、伪装、重放等攻击方法。

**试题答案**

（7）A

# 试题14(2015年下半年试题8)

防火墙不具备（  ）动能。  
（8）A．记录访问过程  
B.查毒  
C.包过滤  
D.代理

**试题分析**

网络防火墙就是一个位于计算机和它所连接的网络之间的软件。该计算机流入流出的所有网络通信均要经过此防火墙。防火墙对流经它的网络通信进行扫描，这样能够过滤掉一些攻击，以免其在目标计算机上被执行。防火墙还可以关闭不使用的端口。而且它还能禁止特定端口的流出通信，封锁特洛伊木马。最后，它可以禁止来自特殊站点的访问，从而防止来自不明入侵者的所有通信。  
防火墙的功能包括：访问控制；提供基于状态检测技术的ip地址、端口、用户和时间的管理控制；双向nat，提供ip地址转换和ip及tcp/udp端口映射，实现ip复用和隐藏网络结构：代理等。

**试题答案**

（8）B

# 试题15(2015年下半年试题9)

根据下图所示的输出信息，可以确定的是（  ）。  
![IMG_267](data:image/png;base64,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)  
（9）A．本地主机正在使用的端口号是公共端口号   
B.192.168.0.200正在与128.105.129. 30建立连接   
C.本地主机与202.100.112.12建立了安全连接   
D.本地主机正在与100.29.200.110建立连接

**试题分析**

Netstat命令的连接状态包括：  
LISTEN：侦听来自远方的TCP端口的连接请求。  
SYN-SENT：在发送连接请求后等待匹配的连接请求。  
SYN-RECEIVED：在收到和发送一个连接请求后等待对方对连接请求的确认。  
ESTABLISHED：代表一个打开的连接。  
FIN-WAIT-1：等待远程TCP连接中断请求，或先前的连接中断请求的确认。  
FIN-WAIT-2：从远程TCP等待连接中断请求。  
CLOSE-WAIT：等待从本地用户发来的连接中断请求。  
CLOSING：等待远程TCP对连接中断的确认。  
LAST-ACK：等待原来的发向远程TCP的连接中断请求的确认。  
TIME-WAIT：等待足够的时间以确保远程TCP接收到连接中断请求的确认。  
CLOSED：没有任何连接状态。

**试题答案**

（9）C

# 试题16(2015年上半年试题7)

（  ）协议在终端设备与远程站点之间建立安全连接。   
（7）A． ARP   
B.Telnet   
C.SSH   
D.WEP

**试题分析**

SSH 为 Secure Shell 的缩写，由 IETF 的网络工作小组（Network Working Group）所制定；SSH 为建立在应用层和传输层基础上的安全协议。SSH 是目前较可靠，专为远程登录会话和其他网络服务提供安全性的协议。利用 SSH 协议可以有效防止远程管理过程中的信息泄露问题。

**试题答案**

（7）C

# 试题17(2015年上半年试题8-9)

安全需求可划分为物理线路安全、网络安全、系统安全和应用安全。下面的安全需求中属于系统安全的是（  ），属于应用安全的是（  ）。  
（8）A．机房安全  
B.入侵检测  
C.漏洞补丁管理  
D.数据库安全  
  
（9）A．机房安全  
B.入侵检测  
C.漏洞补丁管理  
D.数据库安全

**试题分析**

机房安全属于物理安全，入侵检测属于网络安全，漏洞补丁管理属于系统安全，而数据库安全则是应用安全。

**试题答案**

（8）C（9）D

# 试题18(2014年下半年试题7)

网络系统中，通常把（  ）置于DMZ区。  
（7）A．网络管理服务器   
B.Web服务器   
C.入侵检测服务器   
D.财务管理服务器

**试题分析**

DMZ是英文“demilitarized zone”的缩写，中文名称为“隔离区”，也称“非军事化区”。它是为了解决安装防火墙后外部网络不能访问内部网络服务器的问题，而设立的一个非安全系统与安全系统之间的缓冲区，这个缓冲区位于企业内部网络和外部网络之间的小网络区域内，在这个小网络区域内可以放置一些必须公开的服务器设施，如企业Web服务器、FTP服务器和论坛等。另一方面，通过这样一个DMZ区域，更加有效地保护了内部网络，因为这种网络部署，比起一般的防火墙方案，对攻击者来说又多了一道关卡。

**试题答案**

（7）B

# 试题19(2014年下半年试题8)

以下关于拒绝服务攻击的叙述中，不正确的是（  ）。  
（8）A．拒绝服务攻击的目的是使计算机或者网络无法提供正常的服务   
B.拒绝服务攻击是不断向计算机发起请求来实现的   
C.拒绝服务攻击会造成用户密码的泄漏   
D.DDoS是一种拒绝服务攻击形式

**试题分析**

拒绝服务攻击即攻击者想办法让目标机器停止提供服务或资源访问，是黑客常用的攻击手段之一。这些资源包括磁盘空间、内存、进程甚至网络带宽，从而阻止正常用户的访问。其实对网络带宽进行的消耗性攻击只是拒绝服务攻击的一小部分，只要能够对目标造成麻烦，使某些服务被暂停甚至主机死机，都属于拒绝服务攻击。拒绝服务攻击问题也一直得不到合理的解决，究其原因是因为这是由于网络协议本身的安全缺陷造成的，从而拒绝服务攻击也成为了攻击者的终极手法。攻击者进行拒绝服务攻击，实际上让服务器实现两种效果：一是迫使服务器的缓冲区满，不接收新的请求；二是使用IP欺骗，迫使服务器把合法用户的连接复位，影响合法用户的连接。DDos是分布式Dos的缩写，也是拒绝服务攻击的一种形式。从原理可以看出拒绝服务攻击Dos不会造成密码的泄露。

**试题答案**

（8）C

# 试题20(2014年下半年试题9)

（  ）不是蠕虫病毒。  
（9）A．熊猫烧香   
B.红色代码   
C.冰河   
D.爱虫病毒

**试题分析**

熊猫烧香是一种经过多次变种的“蠕虫病毒”变种，2006年10月16日由25岁的中国湖北武汉新洲区人李俊编写，这是名副其实的病毒，拥有感染传播功能，2007年1月初肆虐网络，它主要通过下载的档案传染，受到感染的机器文件因为被误携带间接对其它计算机程序、系统破坏严重。2013年6月病毒制造者张顺和李俊伙同他人开设网络赌场案，再次获刑。

“红色代码”病毒是2001年一种新型网络病毒，其传播所使用的技术可以充分体现网络时代网络安全与病毒的巧妙结合，将网络蠕虫、计算机病毒、木马程序合为一体，开创了网络病毒传播的新路，可称之为划时代的病毒。

冰河是一种木马软件。

2000年5月4日，一种名为“我爱你”的电脑病毒开始在全球各地迅速传播。这个病毒是通过Microsoft Outlook电子邮件系统传播的，邮件的主题为“I LOVE YOU”，并包含一个附件。一旦在Microsoft Outlook里打开这个邮件，系统就会自动复制并向地址簿中的所有邮件电址发送这个病毒。 “我爱你”病毒，又称“爱虫”病毒，是一种蠕虫病毒，它与1999年的梅丽莎病毒非常相似。据称，这个病毒可以改写本地及网络硬盘上面的某些文件。用户机器染毒以后，邮件系统将会变慢，并可能导致整个网络系统崩溃。

**试题答案**

（9）C

# ！！试题21(2014年下半年试题66)

PPP中的安全认证协议是（  ），它使用三次握手的会话过程传送密文。  
（66）A．MD5  
B.PAP  
C.CHAP  
D.HASH

**试题分析**

一、安全认证介绍

1、PPP的NCP可以承载多种协议的三层数据包。

2、PPP使用LCP控制多种链路的参数（建立、认证、压缩、回拨）

二、PPP的认证类型

1、PPP的pap认证是通过二次握手建立认证（明文不加密）

2、PPP的chap挑战握手认证协议，通过三次握手建立认证（密文采用MD5加密）

3、PPP的双向验证，采用的是chap的主验证风格

4、PPP的加固验证，采用的是两种（pap,chap）验证同时使用

**试题答案**

（66）C

# 试题22(2014年上半年试题7)

以下关于木马程序的叙述中， （  ）。

（7）A．木马程序主要通过移动磁盘传播  
B. 木马程序的客户端运行在攻击者的机器上  
C. 木马程序的目的是使计算机或网络无法提供正常的服务  
D. Sniffer是典型的木马程序

**试题分析**

传播方式：  
1、通过邮件附件、程序下载等形式传播  
2、通过伪装网页登录过程，骗取用户信息进而传播  
3、通过攻击系统安全漏洞传播木马，大量黑客使用专门的黑客工具来传播木马。木马程序危害在于多数有恶意企图，例如占用系统资源，降低电脑效能，危害本机信息安全（盗取QQ帐号、游戏帐号甚至银行帐号），将本机作为工具来攻击其他设备等。Sniffer 是用于拦截通过网络传输的TCP/IP/UDP/ICMP等数据包的一款工具，可用于分析网络应用协议，用于网络编程的调试、监控通过网络传输的数据、检测木马程序等。

**试题答案**

（7）B

# 试题23(2014年上半年试题8)

防火墙的工作层次是决定防火墙效率及安全的主要因素，以下叙述中，正确的是（  ）。   
（8）A． 防火墙工作层次越低，工作效率越高，安全性越高  
B. 防火墙工作层次越低，工作效率越低，安全性越低  
C. 防火墙工作层次越高，工作效率越高，安全性越低  
D. 防火墙工作层次越高，工作效率越低，安全性越高

**试题分析**

防火墙工作层次越低，工作效率越高，安全性越低。  
防火墙工作层次越高，工作效率越低，安全性越高。

**试题答案**

（8）D

# 试题24(2014年上半年试题9)

以下关于包过滤防火墙和代理服务防火墙的叙述中，正确的是（  ）。

（9）A．包过滤成本技术实现成本较高，所以安全性能高  
B.包过滤技术对应用和用户是透明的  
C.代理服务技术安全性较高，可以提高网络整体性能  
D.代理服务技术只能配置成用户认证后才建立连接

**试题分析**

包过滤防火墙工作在网络协议IP层，它只对IP包的源地址、目标地址及相应端口进行处理，因此速度比较快，能够处理的并发连接比较多，缺点是对应用层的攻击无能为力。 代理服务器防火墙将收到的IP包还原成高层协议的通讯数据，比如http连接信息，因此能够对基于高层协议的攻击进行拦截。缺点是处理速度比较慢，能够处理的并发数比较少。

**试题答案**

（9）B

# 试题25(2013年下半年试题7)

下列网络攻击行为中，属于DoS攻击的是（  ）。

（7）A．特洛伊木马攻击   
B.SYN Flooding攻击   
C.端口欺骗攻击   
D.IP欺骗攻击

**试题分析**

DoS是Denial of Service的简称，即拒绝服务，造成DoS的攻击行为被称为DoS攻击，其目的是使计算机或网络无法提供正常的服务。最常见的DoS攻击有计算机网络带宽攻击和连通性攻击。

作个形象的比喻来理解DoS。街头的餐馆是为大众提供餐饮服务，如果一群地痞流氓要DoS餐馆的话，手段会很多，比如霸占着餐桌不结账，堵住餐馆的大门不让路，骚扰餐馆的服务员或厨子不能干活，甚至更恶劣……

SYN Flooding攻击便是Dos攻击的典型代表，该攻击以多个随机的源主机地址向目的路由器发送SYN包，而在收到目的路由器的SYN ACK后并不回应，这样，目的路由器就为这些源主机建立了大量的连接队列，而且由于没有收到ACK一直维护着这些队列，造成了资源的大量消耗而不能向正常请求提供服务，甚至导致路由器崩溃。服务器要等待超时（Time Out）才能断开已分配的资源。

**试题答案**

（7）B

# 试题26(2013年下半年试题8)

PKI体制中，保证数字证书不被篡改的方法是（  ）。

（8）A．用CA的私钥对数字证书签名   
B.用CA的公钥对数字证书签名   
C.用证书主人的私钥对数字证书签名   
D.用证书主人的公钥对数字证书签名

**试题分析**

在PKI体制中，识别数字证书的颁发机构以及通过该机构核实证书的有效性，了解证书是否被篡改均通过一种机制——对数字证书做数字签名。数字签名将由CA机构使用自己的私钥进行。

**试题答案**

（8）A

# 试题27(2013年下半年试题9)

下列算法中，不属于公开密钥加密算法的是（  ）。

（9）A．ECC   
B.DSA   
C.RSA   
D.DES

**试题分析**

DES算法为密码体制中的对称密码体制。

**试题答案**

（9）D

# 试题28(2013年上半年试题7)

利用报文摘要算法生成报文接要的目的是（  ）。

（7）A．验证通信对方的身份防止假冒   
B.对传输数据进行加密防止数据被窃听   
C.防止发送言否认发送过数据   
D.防止发送的报文被篡改

**试题分析**

报文摘要是用来保证数据完整性的。传输的数据一旦被修改，摘要就不同了。只要对比两次摘要就可确定数据是否被修改过。

**试题答案**

（7）D

# 试题29(2013年上半年试题8)

防火墙通常分为内网、外网和DMZ三个区域，按照受保护程序，从高到低正确的排列次序为（  ）。

（8）A．内网、外网和DMZ   
B.外网、内网和DMZ   
C.DMZ、内网和外网   
D.内网、DMZ和外网

**试题分析**

DMZ是为了解决安装防火墙后外部网络不能访问内部网络服务器的问题，而设立的缓冲区，这个缓冲区位于内部网络和外部网络之间的小网络区域内。

**试题答案**

（8）D

# 试题30(2013年上半年试题9)

近年来，在我国出现各类病毒中（  ）病毒通过木马形式感染智能手机。

（9）A．欢乐时光   
B.熊猫烧香   
C.X卧底   
D.CIH

**试题分析**

 X卧底软件是一种安装在手机里的监控软件。

**试题答案**

（9）C

# 试题31(2012年下半年试题7)

下列安全协议中，与TLS最接近的协议是（  ）。

（7）A．PGP   
B.SSL   
C.HTTPS   
D.IPSec

**试题分析**

TLS是安全传输层协议的简称，用于在两个通信应用程序之间提供保密性和数据完整性。  
SSL是安全套接层协议的简称，它也是一种为网络通信提供安全和数据完整性的协议，它与TLS非常接近，它们都是在传输层对网络连接进行加密。  
PGP是一个基于RSA公匙加密体系的邮件加密软件。，用它可以对邮件保密以防止非授权者阅读。  
HTTPS即安全版的HTTP（超文本传输协议）的，它是在HTTP下加入SSL层，HTTPS的安全基础就是SSL。  
IPSec是网络层的安全协议，它通过使用加密的安全服务来确保在网络上进行保密而安全的通讯。

**试题答案**

（7）B

# ！！试题32(2012年下半年试题8-9)

用户B收到用户A带数字签名的消息M，为了验证M的真实性，首先需要从CA获取用户A的数字证书，并利用（  ）验证该证书的真伪，然后利用（  ）验证M的真实性。

（8）A．CA的公钥   
B.B的私钥   
C.A的公钥   
D.B的公钥   
  
（9）A．CA的公钥   
B.B的私钥   
C.A的公钥   
D.B的公钥

**试题分析**

数字证书就是互联网通讯中标志通讯各方身份信息的一系列数据，就好比日常生活中个人身份证一样。数字证书是由一个权威机构证书授权中心（CA）发行的。最简单的证书包含一个公开密钥、名称以及证书授权中心的数字签名。其中证书授权中心的数字签名是用它自己的私钥完成的，而它的公钥也是公开的，大家可以通过它的公钥来验证该证书是否是某证书授权中心发行的，以达到验证数字证书的真实性。  
因此要想验证用户A数字证书的真伪，需要用CA的公钥来完成，而因为消息M是A用其私钥加密后的结果，要验证其真实性，就需要用A的公钥来解密，如果能解密，说明消息M是A用其私钥进行了签名的。

**试题答案**

（8）A（9）C

# 试题33(2012年上半年试题7)

甲和乙要进行通信，甲对发送的消息附加了数字签名，乙收到该消息后利用（  ）验证该消息的真实性。

（7）A．甲的公钥   
B.甲的私钥   
C.乙的公钥   
D.乙的私钥

**试题分析**

数字签名技术是对非对称加密技术与信息摘要的综合应用。通常的做法是：先对正文产生信息摘要，之后使用发送者A的私钥对该信息摘要进行加密，这就完成了签名。当接收者B收到签了名的摘要以后，会对摘要使用发送者A的公钥进行解密，若能解密，则表明该信息确实是由A发送的。这就是数字签名技术。

**试题答案**

（7）A

# 试题34(2012年上半年试题9)

IIS6.0支持的身份验证安全机制有4种验证方法，其中安全级别最高的验证方法是（  ）。

（9）A．匿名身份验证   
B.集成Windows身份验证   
C.基本身份验证   
D.摘要式身份验证

**试题分析**

为了阻止对Web站点未经授权的访问，可以对用户进行身份验证，拒绝不能提供有效Windows用户名和密码的用户的访问。其中IIS6.0支持的身份验证安全机制有以下4种验证方法：  
 (1) 匿名访问  
匿名验证使用户无需输入用户名或密码便可以访问Web或FTP站点的公共区域，是默认的认证方式。当用户使用匿名验证访问公共Web和FTP站点时，IIS服务器向用户分配特定的Windows用户帐号IUSR\_computername，computername是指运行IIS的服务器名称。默认情况下，IUSR\_computername帐户包含在Windows用户组Guests中。  
(2) 基本身份验证  
基本验证在允许用户访问某个站点之前，提示用户在“登录”对话框中输入用户名和密码，然后Web浏览器尝试使用这些信息建立连接。如果输入的用户名和密码有效，则建立连接，否则Web浏览器将反复显示“登录”对话框，直到用户输入有效的用户名和密码或关闭此对话框。  
(3) 摘要式身份验证  
摘要式验证的验证过程与基本验证类似，但在传送验证信息时使用了不同方法。基本验证使用明码传输，因而是不安全的；而摘要式验证的验证凭据则采用单向传送的“散列算法”。  
摘要式验证是HTTP 1.1的一项新功能，并非所有的浏览器都支持它。如果不兼容的浏览器对服务器请求摘要式验证，服务器将拒绝请求并向客户端发送错误消息。  
(4) 集成式Windows身份验证  
集成Windows验证(以前称 NTLM 或 Windows NT 质询/响应验证)是一种安全的验证形式，这是因为用户名和密码不通过网络发送，使用的是在客户端当前的Windows登录信息。当启用集成Windows验证时，用户的浏览器通过与Web服务器进行密码交换，包括散列，来证明其知晓密码，它是安全级别最高的验证方法。

**试题答案**

（9）B

# 试题35(2011年下半年试题8)

通过内部发起连接与外部主机建立联系，由外部主机控制并盗取用户信息的恶意代码为（  ）。

（8）A．特洛伊木马   
B.蠕虫病毒   
C.宏病毒   
D.CIH病毒

**试题分析**

特洛伊木马一种秘密潜伏的能够通过远程网络进行控制的恶意程序，它使控制者可以控制被秘密植入木马的计算机的一切资源和行为。  
蠕虫病毒是一种常见的利用网络进行复制和传播的病毒。病毒发作时会在屏幕上出现一条类似虫子的东西，胡乱吞吃屏幕上的字母并将其改形。  
宏病毒是一种寄存在文档或模板的宏中的病毒。一旦打开这样的文档，其中的宏就会被执行，宏病毒就会被激活，转移到计算机上，并驻留在Normal模板上。  
CIH病毒是一种能够破坏计算机系统硬件的恶性病毒，有时还会破坏计算机的BIOS。

**试题答案**

（8）A

# 试题36(2011年下半年试题9)

从认证中心CA获取用户B的数字证书，该证书用（  ）作数字签名；从用户B的数字证书中可以获得B的公钥。

（9）A．CA的公钥   
B.CA的私钥   
C.B的公钥   
D.B的私钥

**试题分析**

数字证书就是互联网通讯中标志通讯各方身份信息的一系列数据，就好比日常生活中个人身份证一样。数字证书是由一个权威机构证书授权中心（CA）发行的。最简单的证书包含一个公开密钥、名称以及证书授权中心的数字签名。其中证书授权中心的数字签名是用它自己的私钥完成的，而它的公钥也是公开的，大家可以通过它的公钥来验证该证书是否是某证书授权中心发行的，以达到验证数字证书的真实性。因此本题答案选B。

**试题答案**

（9）B

# 试题37(2011年上半年试题7)

用户A从CA获得用户B的数字证书，并利用（  ）验证数字证书的真实性。

（7）A．B的公钥   
B.B的私钥   
C.CA的公钥   
D.CA的私钥

**试题分析**

本题主要考查数字证书的相关知识。  
数字证书就是互联网通讯中标志通讯各方身份信息的一系列数据，就好比日常生活中个人身份证一样。数字证书是由一个权威机构证书授权中心（CA）发行的。最简单的证书包含一个公开密钥、名称以及证书授权中心的数字签名。其中证书授权中心的数字签名是用它自己的私钥完成的，而它的公钥也是公开的，大家可以通过它的公钥来验证该证书是否是某证书授权中心发行的，以达到验证数字证书的真实性。因此本题答案选C。

**试题答案**

（7）C

# 试题38(2011年上半年试题8)

宏病毒一般感染以（  ）为扩展名的文件。

（8）A．EXE   
B.COM   
C.DOC   
D.DLL

**试题分析**

宏病毒是一种脚本病毒，它的最主要特征是它是一种寄存在文档或模板的宏中的计算机病毒。宏病毒主要感染文件有 Word、Excel 的文档。并且会驻留在Normal面板上。宏病毒的前缀是：Macro，第二前缀是：Word、Excel其中之一。如：Macro.Word.WhiteScreen、美丽莎（Macro.Melissa）等。  
在本题中，题目给出的4个选项中，扩展名为DOC的一般为Word文档，因此容易感染宏病毒。

**试题答案**

（8）C

# 试题39(2011年上半年试题9)

在IE浏览器中，安全级别最高的区域设置是（  ）。

（9）A．Internet   
B.本地Intranet   
C.可信任站点   
D.受限站点

**试题分析**

在IE浏览器中，安全级别最高的区域设置是受限站点。  
其中Internet区域设置适用于Internet网站，但不适用于列在受信任和受限制区域的网站；本地Intranet区域设置适用于在Intranet中找到的所有网站；可信任站点区域设置适用于你信任的网站；而受限站点区域设置适用于可能会损坏你计算机或文件的网站，它的安全级别最高。

**试题答案**

（9）D

# 试题40(2010年下半年试题7)

如果使用大量的连接请求攻击计算机，使得所有可用的系统资源都被消耗殆尽，最终计算机无法再处理合法用户的请求，这种手段属于（  ）攻击。

（7）A．拒绝服务   
B.口令入侵   
C.网络监听   
D.IP欺骗

**试题分析**

拒绝服务是指通过向服务器发送大量连接请求，导致服务器系统资源都被消耗，从而无法向正常用户提供服务的现象。

**试题答案**

（7）A

# 试题41(2010年下半年试题8)

ARP攻击造成网络无法跨网段通信的原因是（  ）。

（8）A．发送大量ARP报文造成网络拥塞   
B.伪造网关ARP报文使得数据包无法发送到网关   
C.ARP攻击破坏了网络的物理连通性   
D.ARP攻击破坏了网关设备

**试题分析**

ARP攻击就是通过伪造IP地址和MAC地址实现ARP欺骗，它通过伪造网关ARP报文与你通信，而使得你的数据包无法发送到真正的网关，从而造成网络无法跨网段通信。

**试题答案**

（8）B

# 试题42(2010年下半年试题9)

下列选项中，防范网络监听最有效的方法是（  ）。

（9）A．安装防火墙   
B.采用无线网络传输   
C.数据加密   
D.漏洞扫描

**试题分析**

网络监听是一种监视网络状态、数据流程以及网络上信息传输的管理工具，使用网络监听便可以有效地截获网络上传送的数据。对网络监听最有效的防范方法是对传送的数据进行加密，这样即便传送的数据被截获，对方没有密钥，也很难获取到有用的信息。

**试题答案**

（9）C

# ！！！RAS 试题43(2010年下半年试题66-67)

公钥体系中，私钥用于（  ），公钥用于（  ）。

（66）A．解密和签名   
B.加密和签名   
C.解密和认证   
D.加密和认证   
  
（67）A．解密和签名   
B.加密和签名   
C.解密和认证   
D.加密和认证

**试题分析**

公钥体系即非对称加密体系，其密钥分为公钥与私钥。一般公钥用于加密，而私钥用于解密。公钥一般是公开的，大家都可以知道，适合用于认证；而私钥只有密钥拥有者自己知道，可用于签名。

**试题答案**

（66）A（67）D